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What is a Single Point of Contact 
(SPOC) 

• SPOCs are responsible for administering user 
ID’s and passwords for their users, ensuring 
that only those with appropriate authorization 
are provided access. 

• Create User Accounts 

• Manage User Accounts 

• Troubleshoot User Accounts 
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SPOC Account Activation 

• I will create your SPOC 
account 

• You will receive an 
email from DSS SAF 

• Click “HERE” 
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Security Lite URL 

 

• https://identity.dss.ca.gov/SecurityUI_Lite  

 

• Security UI Lite will time out if not used for 
approximately 1 minute 
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New User Account Creation 

• Go to https://identity.dss.ca.gov/SecurityUI_Lite 
• The SPOC enters their email address and clicks Login 
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New User Account Creation (Cont.) 

• You’ll be redirected to 
this screen 
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New User Account Creation (Cont.) 

• You will receive an 
email similar to this, 
with a new access code. 

8 



New User Account Creation (Cont.) 

• Paste the Access Code 
into the textbox 
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New User Account Creation (Cont.) 

• Click the portrait 
picture under Actions 
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New User Account Creation (Cont.) 

• You will see a list of 
users 

11 



New User Account Creation (Cont.) 

• Click on “Create User” 
Button 
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New User Account Creation (Cont.) 

• UserName is the user’s 
email address 

• UserStatus should be 
“Pending”  

• user_type should be 
data_entry 

• Assign a county to the 
new user from the county 
list you have been 
assigned to 
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New User Account Creation (Cont.) 
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Unlocking User Accounts 

• Go to https://identity.dss.ca.gov/SecurityUI_Lite 
• The SPOC enters their email address and clicks Login 

15 



Unlocking User Accounts (Cont.) 

• You’ll be redirected to 
this screen 
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Unlocking User Accounts (Cont.) 

• You will receive an 
email similar to this 
with a new access code. 
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Unlocking User Accounts (Cont.) 

• Paste the Access Code 
into the textbox 
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Unlocking User Accounts (Cont.) 

• Click the portrait 
picture under Actions 
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Unlocking User Accounts (Cont.) 
 Status colors:            .             . 

• Click “Unlock Account” 
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Unlocking User Accounts (Cont.) 

• Click “Unlock Account” 
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Unlocking User Accounts (Cont.) 

• User account color will change from Red to White 
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Resetting User Passwords 

• Go to https://identity.dss.ca.gov/SecurityUI_Lite 
• The SPOC enters their email address and clicks Login 
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Resetting User Passwords (Cont.) 

• You’ll be redirected to 
this screen 
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Resetting User Passwords (Cont.) 

• You will receive an 
email similar to this, 
with a new access code. 
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Resetting User Passwords (Cont.) 

• Paste the Access Code 
into the textbox 
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Resetting User Passwords (Cont.) 

• Click the portrait 
picture under Actions 
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Resetting User Passwords (Cont.) 

• Click “Show More 
Details” 

• Click “Reset PW” 
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Resetting User Passwords (Cont.) 

• Click “Reset Password” 

• Click OK on the Popup 

• Click Cancel After the 
Popup disappears 
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Miscellaneous 

• Toggle View 

• Refresh 
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Toggle View 
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• The “View As” Toggle 
will change the way 
users are displayed 

• The blue indicates 
which view type is 
selected 

• Top: View as Card 

• Bottom: View as Row 

 



Refresh 

• Whenever you create a 
new user or unlock a 
user, you will not 
immediately see the 
change 

• Click the Refresh icon 
next to TLRWA Users to 
see the change you 
made 
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Common Issues 

• SecurityUI works best under Internet Explorer 9 and 
above.  If a user is on Internet Explorer 8, it is advised 
that they install an alternative browser, such as Google 
Chrome, Safari, or Firefox. 

• SPOCs are responsible for working with affected IT 
departments to ensure that system-generated emails 
sent from donotreply-DSS-Security@dss.ca.gov           
(IP 162.2.111.10) are not blocked by firewalls. 

• If a user does not receive an access code, please have 
them check their SPAM folder. 

• For additional support, SPOCs may contact the CDSS 
CCLD Application Support Desk 

33 

mailto:donotreply-DSS-Security@dss.ca.gov
mailto:donotreply-DSS-Security@dss.ca.gov
mailto:donotreply-DSS-Security@dss.ca.gov
mailto:donotreply-DSS-Security@dss.ca.gov
mailto:donotreply-DSS-Security@dss.ca.gov


Questions? 

• Contact CDSS CCLD Application Support Desk 

• (916) 651-5241 

• ccldappsuppdesk@dss.ca.gov 
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